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Abstract
Quantum key distribution (QKD) aims to provide an information theoretically secure way to distribute secret keys. However, practical devices
may not follow the theoretical assumptions, which leaves a backdoor for eavesdropper to exploit. Single photon detectors are considered to
be the most vulnerable part in QKD systems. Measurement device independent (MDI) protocol provides a way to remove all detector side
channels by introducing an untrusted relay performing Bell-state measurement jointly on the prepared states. The relay can also serve as the
central node of a quantum network, which allows quantum communication without trusted relay or point-to-point communication which is
hard to scale up.
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Alice prepares phase randomized weak 
coherent pulses (WCPs).

Alice chooses bit (0 or1), encoding basis (X or Z) 
and decoy amplitude (𝜇, 𝜈, 𝜔).

Bob prepares phase randomized weak 
coherent pulses (WCPs).

Bob chooses bit (0 or1), encoding basis (X or Z) 
and decoy amplitude (𝜇, 𝜈, 𝜔).

Alice and Bob send the pulse chain to Charley
(an untrusted relay) to perform Bell state measurement.

Charley announces the measurement results
( | ⟩𝜓! or | ⟩𝜓" ).

If the result is | ⟩𝜓" from Charley, Bob always 
flip his bits. 

If the result is | ⟩𝜓! from Charley, Bob will flip 
his bits only when they choose Z basis. 

Alice and Bob communicate with each other by 
authenticated public channel to compare their basis and 

decoy.
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Bob

Time-bin encoding Weak coherent pulses
(WCPs) in first (t1) and
second (t2) time-bin
represent bit 0 and bit 1,
respectively, for the Z
basis. WCPs prepared in
t1 and t2 simultaneously
with zero and 𝜋 phase
difference represent bit
0 and bit 1 for the X basis.

Results

Here, we perform bell state measurements for time-bin qubits
by checking coincidence on two detectors after a beam splitter.

t1 t2 t1 t2

We first verify a high
visibility HOM interference
between two WCPs. The
measured HOM dip is
52.45% ± 1%.

where 𝑃!!" denotes the probability that Alice and Bob send single-
photon states in the Z basis; Y!!" and e!!# are the yield probability in the
Z basis and the error rate in the X basis, respectively; 𝐻$ is binary
entropy function; Q%&" and E%&" are the gain and QBER in the Z basis,
respectively; 𝜇 is the intensity of the signal state; 𝑓' (=1.16) is the error
correction inefficiency function. In this work, our parameters are
shown as following, average photon number 𝜇 = 0.13848 , 𝜈 =
0.02398, ω=0, 𝑃!!" ×Y!!" = 342.81, e!!# = 0.14294, Q%&" = 376 and
E%&" = 0.00797.
The square wave pulse width is 30 ns and corresponding repetitions
rate should be 30MHz. However, our repetitions rate is 14KHz due to
limit of detection dead time. Thus, duty cycle is set at 0.3%. After
analyzing data, our raw key length is 376, and secret key length is 110.
The total measurement time is 952 seconds.

The secure key rate (R) of MDI-QKD  is given by
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Future work
We are planning to establish a 
star-like quantum network in 
Hsinchu City.
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